WHO CAUSED
THE MISHAP?

Frequently interacts with visitors and manages
incoming communications, exposing them to spear-
phishing emails and malicious attachments disguised
as legitimate files.

Often handles sensitive company information like
financial records and employee data, making them
a prime target for phishing attacks and social
engineering schemes.

Often uses third-party platforms to manage
marketing campaigns and social media accounts,
making them vulnerable to account hijacking.

Constantly on the move, so often relies on mobile
devices and public Wi-Fi, opening the possibility
of cyber criminals intercepting and stealing
sensitive data.

A business has been

the victim of a

major data breach. N
| 3
Initial thoughts ik
are, its and inside
job... What do you

think happened?

Let’s build a
Cyber-smart team
and shield your
business from cyber

security mishaps.

INVESTIGATION FINDINGS: It could have been anybody. Any employee, regardless of their

role, is a target and can expose your business to cyber threats.
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